
Amendment to the Privacy Statement
Amendment A

Information about sensitive personal data
Sensitive personal data. We ask that you not provide us with any sensitive or special
categories of personal data (e.g., social security numbers, information related to racial or
ethnic origin, political opinions, religion or other beliefs, health, biometrics or genetic
characteristics, criminal background or trade union membership) on or through the Service,
or otherwise to us.
If you provide us with any sensitive personal data to us when you use the Service, you must
consent to our processing and use of such sensitive personal data in accordance with this
Privacy Policy. If you do not consent to our processing and use of such sensitive personal
data, you must not submit such sensitive personal data through our Service.

Information about retention
Subject to applicable law, we abide by the specific retention periods outlined below for the
following categories

● To operate the Service - If you are a contact person for one of our customers, we
will retain your personal data during the time you are the contact person or for the
entire contract period between us and your employer. We only use anonymized and
aggregated data for service development.

● To send you marketing and promotional communications - If you are a contact
person for one of our customers, we will retain your personal data during the time you
are the contact person or for the entire contract period between us and your
employer. This is on the condition that you have not previously objected to direct
marketing. If you are a contact person for a company that has been flagged as a
prospective customer and you have not given consent, we will retain your personal
data for no longer than 24 months. This is on the condition that you have not
previously objected to direct marketing. If you have consented to us processing your
personal data for marketing purposes (e.g., when attending one of our events) we will
retain your personal data for as long as you have not withdrawn your consent or
objected to direct marketing.

● For compliance, fraud prevention, and safety - In case of a dispute regarding for
example payment, we retain your personal data as long as necessary for us to
defend, establish or exercise any claims.



Information about your choices as a private person
Opt out of marketing communications. You may opt out of marketing-related emails by
following the opt-out or unsubscribe instructions at the bottom of the email, or by contacting
us at dataprivacy@quinyx.com.  You may continue to receive service-related and other
non-marketing emails.
Cookies & Browser Web Storage. We may allow service providers and other third parties
to use cookies and similar technologies to track your browsing activity over time and across
the Service and third party websites.
Targeted online advertising. Some of the business partners that collect information about
users’ activities on or through the Service may be members of organizations or programs that
provide choices to individuals regarding the use of their browsing behavior or mobile
application usage for purposes of targeted advertising.
Users may opt out of receiving targeted advertising on websites through members of the
Network Advertising Initiative by clicking here or the Digital Advertising Alliance by clicking
here. European users may opt out of receiving targeted advertising on websites through
members of the European Interactive Digital Advertising Alliance by clicking here, selecting
the user’s country, and then clicking “Choices” (or similarly titled link).  Please note that we
also may work with companies that offer their own opt-out mechanisms and may not
participate in the opt-out mechanisms that we linked above.
In addition, your mobile device settings may provide functionality to limit our, or our partners’,
ability to engage in ad tracking or targeted advertising using the Google Advertising ID or
Apple ID for Advertising associated with your mobile device.
If you choose to opt-out of targeted advertisements, you will still see advertisements online
but they may not be relevant to you. Even if you do choose to opt out, not all companies that
serve online behavioral advertising are included in this list, so you may still receive some
cookies and tailored advertisements from companies that are not listed.
Do Not Track. Some Internet browsers may be configured to send “Do Not Track” signals to
the online services that you visit.  We currently do not respond to “Do Not Track” or similar
signals.  To find out more about “Do Not Track,” please visit http://www.allaboutdnt.com.
Choosing not to share your personal data. Where we are required by law to collect your
personal data, or where we need your personal data in order to provide the Service to you, if
you do not provide this information when requested (or you later ask to delete it), we may not
be able to provide you with our services.  We will tell you what information you must provide
to receive the Service by designating it as required at the time of collection or through other
appropriate means.
Third-party platforms or social media networks. If you choose to connect to the Service
via a third-party platform or social media network, you may have the ability to limit the
information that we may obtain from the third-party at the time you login to the Service using
the third-party’s authentication service or otherwise connect your account. Subsequently, you
may be able to control your settings through the third-party’s platform or service. For
example, you may access and change your settings through the Facebook settings page for
Apps and Websites. If you withdraw our ability to access certain information from a
third-party platform or social media network, that choice will not apply to information that we
have already received from that third-party.

mailto:dataprivacy@quinyx.com
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Information about Hotjar
Hotjar is a technology service that helps us better understand our users' experience (eg how
much time they spend on which pages, which links they choose to click, what users do and
don't like, etc.) and this enables us to build and maintain our service with user feedback.
Hotjar uses cookies and other technologies to collect data on our users' behavior and their
devices. This includes a device's IP address (processed during your session and stored in a
de-identified form), device screen size, device type (unique device identifiers), browser
information, geographic location (country only), and the preferred language used to display
our website. Hotjar stores this information on our behalf in a pseudonymized user profile.
Hotjar is contractually forbidden to sell any of the data collected on our behalf.


